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Security Architecture and Design

Secure by design

Further Reading

· Anti-phishing working group
http://www.antiphishing.org/ 

Secure Coding Guidelines

Secure Deployment

· Howard, M., Reducing the attack surface area of applications
http://msdn.microsoft.com/msdnmag/issues/04/11/AttackSurface/default.aspx 
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